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Der Bischof von Speyer

1 Anordnung zum kirchlichen Datenschutz (KDO) — Neufassung
zum 1. Januar 2004

Praambel

Aufgabe der Datenverarbeitung im kirchlichen Bereich ist es, die Téatig-
keit der Dienststellen und Einrichtungen der Katholischen Kirche zu for-
dern. Dabei muss gewahrleistet sein, dass der Einzelne durch den Um-
gang mit seinen personenbezogenen Daten in seinem Personlichkeitsrecht
geschutzt wird. Aufgrund des Rechtes der Katholischen Kirche, ihre An-
gelegenheiten selbst zu regeln, wird zu diesem Zweck die folgende An-
ordnung erlassen;

§1

Zweck und Anwendungsbereich

(1) Zweck dieser Anordnung ist es, den Einzelnen davor zu schitzen,
dass er durch den Umgang mit seinen personenbezogenen Daten in sei-
nem Personlichkeitsrecht beeintrachtigt wird.

(2) Diese Anordnung gilt fur die Erhebung, Verarbeitung und Nutzung
personenbezogener Daten durch:

1. das Bistum, die Kirchengemeinden, die Kirchenstiftungen und die Kir-
chengemeindeverbénde,

2. den Deutschen Caritasverband, die Ditdzesan-Caritasverbande, ihre
Untergliederungen und ihre Fachverbénde ohne Ricksicht auf ihre
Rechtsform,

3. die kirchlichen Korperschaften, Stiftungen, Anstalten, Werke, Einrich-
tungen und die sonstigen kirchlichen Rechtstrager ohne Rucksicht auf
ihre Rechtsform.

(3) Soweit besondere kirchliche oder staatliche Rechtsvorschriften auf
personenbezogene Daten einschliellich deren Veroffentlichung anzuwen-
den sind, gehen sie den Vorschriften dieser Anordnung vor. Die Ver-
pflichtung zur Wahrung des Beicht- und Seelsorgegeheimnisses, anderer
gesetzlicher Geheimhaltungspflichten oder von anderen Berufs- oder be-
sonderen Amtsgeheimnissen, die nicht auf gesetzlichen Vorschriften be-
ruhen, bleibt unberihrt.
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§2

Begriffsbestimmungen

(1) Personenbezogene Daten sind Einzelangaben tber persénliche oder
sachliche Verhéltnisse einer bestimmten oder bestimmbaren natlirlichen
Person (Betroffener).

(2) Automatisierte Verarbeitung ist die Erhebung, Verarbeitung oder
Nutzung personenbezogener Daten unter Einsatz von Datenverarbei-
tungsanlagen. Eine nicht automatisierte Datei ist jede nicht automatisierte
Sammlung personenbezogener Daten, die gleichartig aufgebaut ist und
nach bestimmten Merkmalen zugénglich ist und ausgewertet werden
kann.

(3) Erheben ist das Beschaffen von Daten Gber den Betroffenen.

(4) Verarbeiten ist das Speichern, Verandern, Ubermitteln, Sperren und
Ldschen personenbezogener Daten. Im einzelnen ist, ungeachtet der da-
bei angewendeten Verfahren,

1. Speichern das Erfassen, Aufnehmen oder Aufbewahren personenbezo-
gener Daten auf einem Datentrager zum Zwecke ihrer weiteren Verar-
beitung oder Nutzung.

2. Verandern das inhaltliche Umgestalten gespeicherter personenbezoge-
ner Daten,

3. Ubermitteln das Bekannt geben gespeicherter oder durch Datenverar-
beitung gewonnener personenbezogener Daten an einen Dritten in der
Weise, dass

a) die Daten an den Dritten weitergegeben werden oder

b) der Dritte zur Einsicht oder zum Abruf bereitgehaltene Daten ein-
sieht oder abruft,

4. Sperren das Kennzeichnen gespeicherter personenbezogener Daten,
um ihre weitere Verarbeitung oder Nutzung einzuschranken,

5. Loschen das Unkenntlichmachen gespeicherter personenbezogener
Daten.

(5) Nutzen ist jede Verwendung personenbezogener Daten, soweit es sich
nicht um Verarbeitung handelt.

(6) Anonymisieren ist das Verandern personenbezogener Daten derart,
dass die Einzelangaben Uber personliche oder sachliche Verhéltnisse nicht
mehr oder nur mit einem unverhaltnismaRig groRen Aufwand an Zeit,
Kosten und Arbeitskraft einer bestimmten oder bestimmbaren naturli-
chen Person zugeordnet werden kénnen.
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(7) Pseudonymisieren ist das Ersetzen des Namens und anderer Indentifi-
kationsmerkmale durch ein Kennzeichen zu dem Zweck, die Bestimmung
des Betroffenen auszuschliel3en oder wesentlich zu erschweren.

(8) Verantwortliche Stelle ist jede Person oder Stelle, die personenbezo-
gene Daten fir sich selbst erhebt, verarbeitet oder nutzt oder dies durch
andere im Auftrag vornehmen lasst.

(9) Empfanger ist jede Person oder Stelle, die Daten erhélt. Dritter ist
jede Person oder Stelle auf3erhalb der verantwortlichen Stelle. Dritte sind
nicht der Betroffene sowie diejenigen Personen und Stellen, die im Gel-
tungsbereich dieser Anordnung personenbezogene Daten im Auftrag er-
heben, verarbeiten oder nutzen.

(10) Besondere Arten personenbezogener Daten sind Angaben Uber die
rassische und ethnische Herkunft, politische Meinungen, religiose oder
philosophische Uberzeugungen, Gewerkschaftszugehdrigkeit, Gesundheit
oder Sexualleben. Dazu gehort nicht die Zugehdrigkeit zu einer Kirche
oder sonstigen Religionsgemeinschaft.

(11) Mobile personenbezogene Speicher- und Verarbeitungsmedien sind
Datentréager,

1. die an den Betroffenen ausgegeben werden,

2. auf denen personenbezogene Daten Uber die Speicherung hinaus durch
die ausgebende oder eine andere Stelle automatisiert verarbeitet wer-
den kdnnen und

3. bei denen der Betroffene diese Verarbeitung nur durch den Gebrauch
des Mediums beeinflussen kann.

§2a
Datenvermeidung und Datensparsamkeit

Gestaltung und Auswahl von Datenverarbeitungssystemen haben sich an
dem Ziel auszurichten, keine oder so wenig personenbezogene Daten wie
mdglich zu erheben, zu verarbeiten oder zu nutzen. Insbesondere ist von
den Mdglichkeiten der Anonymisierung und Pseudonymisierung Ge-
brauch zu machen, soweit dies mdglich ist und der Aufwand in einem an-
gemessenem Verhaltnis zu dem angestrebten Schutzzweck steht.

§3

Zuléssigkeit der Datenerhebung, -verarbeitung oder -nutzung
(1) Die Erhebung, Verarbeitung oder Nutzung personenbezogener Daten
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ist nur zuléssig, soweit

1. diese Anordnung oder eine andere Kirchliche oder eine staatliche
Rechtsvorschrift sie erlaubt oder anordnet oder

2. der Betroffene eingewilligt hat.

(2) Wird die Einwilligung bei dem Betroffenen eingeholt, ist er auf den
Zweck der Erhebung, Verarbeitung oder Nutzung sowie, soweit nach den
Umstanden des Einzelfalles erforderlich, oder auf Verlangen auf die Fol-
gen der Verweigerung der Einwilligung hinzuweisen. Die Einwilligung ist
nur wirksam, wenn sie auf der freien Entscheidung des Betroffenen be-
ruht. Sie bedarf der Schriftform, soweit nicht wegen besonderer Um-
stande eine andere Form angemessen ist. Soll die Einwilligung zusammen
mit anderen Erklarungen schriftlich erteilt werden, ist die Einwilligungs-
erklarung im &ufReren Erscheinungsbild der Erklarung hervorzuheben.

(3) Im Bereich der wissenschaftlichen Forschung liegt ein besonderer
Umstand im Sinne von Abs. 2 Satz 3 auch dann vor, wenn durch die
Schriftform der bestimmte Forschungszweck erheblich beeintrachtigt
wirde. In diesem Fall sind der Hinweis nach Abs. 2 Satz 1 und die
Griinde, aus denen sich die erhebliche Beeintréchtigung des bestimmten
Forschungszweckes ergibt, schriftlich festzuhalten.

(4) Soweit besondere Arten personenbezogener Daten (8 2 Abs. 10) erho-
ben, verarbeitet oder genutzt werden, muss sich die Einwilligung dariber
hinaus ausdriicklich auf diese Daten beziehen.

§3a

Meldepflicht und Verzeichnis

(1) Die in § 1 Abs. 2 genannten Stellen sind verpflichtet, Verfahren auto-
matisierter Verarbeitung vor Inbetriebnahme dem Ditzesandatenschutz-
beauftragten zu melden.

(2) Die Meldung hat folgende Angaben zu enthalten:
1. Name und Anschrift der verantwortlichen Stelle,

2. Vorstande, Geschaftsfihrer oder sonstige gesetzliche oder nach der
Verfassung der Stelle berufene Leiter und die mit der Leitung der Da-
tenverarbeitung beauftragten Personen,

3. Zweckbestimmungen der Datenerhebung, -verarbeitung oder -nut-
zung,

4. eine Beschreibung der betroffenen Personengruppen und der diesbe-
zlglichen Daten oder Datenkategorien,
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5. Empfanger oder Kategorien von Empféngern, denen die Daten mitge-
teilt werden konnen,

6. Regelfristen fir die Léschung der Daten,
7. eine geplante Datentbermittlung ins Ausland,

8. eine allgemeine Beschreibung, die es ermdglicht, vorlaufig zu beurtei-
len, ob die MalRnahmen nach § 6 KDO zur Gewahrleistung der Sicher-
heit der Bearbeitung angemessen sind,

9. zugriffsberechtigte Personen.

(3) Die Meldepflicht entféllt, wenn fir die verantwortliche Stelle ein be-
trieblicher Datenschutzbeauftragter nach § 18 a bestellt wurde oder bei
ihr héchstens zehn Personen mit der Erhebung, Verarbeitung oder Nut-
zung personenbezogener Daten betraut sind.

(4) Die Angaben nach Abs. 2 sind von der kirchlichen Stelle in einem
Verzeichnis vorzuhalten. Sie macht die Angaben nach Abs. 2 Nr. 1 bis 7
auf Antrag jedermann in geeigneter Weise verfiigbar, der ein berechtigtes
Interesse nachweist.

§4

Datengeheimnis

Den bei der Datenverarbeitung tatigen Personen ist untersagt, personen-
bezogene Daten unbefugt zu erheben, zu verarbeiten oder zu nutzen (Da-
tengeheimnis). Diese Personen sind bei der Aufnahme ihrer Téatigkeit auf
das Datengeheimnis schriftlich zu verpflichten. Das Datengeheimnis be-
steht auch nach Beendigung ihrer Tétigkeit fort.

§5

Unabdingbare Rechte des Betroffenen

(1) Die Rechte des Betroffenen auf Auskunft (§ 13) und auf Berichtigung,
Loschung oder Sperrung (§ 14) kénnen nicht durch Rechtsgeschaft ausge-
schlossen oder beschrankt werden.

(2) Sind die Daten des Betroffenen automatisiert in einer Weise gespei-
chert, dass mehrere Stellen speicherungsberechtigt sind, und ist der Be-
troffene nicht in der Lage, festzustellen, welche Stelle die Daten gespei-
chert hat, so kann er sich an jede dieser Stellen wenden. Diese ist ver-
pflichtet, das Vorbringen des Betroffenen an die Stelle, die die Daten ge-
speichert hat, weiterzuleiten. Der Betroffene ist Gber die Weiterleitung
und jene zu unterrichten.
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§5a

Beobachtung 6ffentlich zugénglicher Rdume mit optisch-elektronischen
Einrichtungen

(1) Die Beobachtung 6ffentlich zugénglicher R&ume mit optisch-elektro-
nischen Einrichtungen (Videouliberwachung) ist nur zulassig, soweit sie

1. zur Aufgabenerfiillung oder zur Wahrnehmung des Hausrechts oder

2. zur Wahrnehmung berechtigter Interessen fir konkret festgelegte
Zwecke erforderlich ist und keine Anhaltspunkte bestehen, dass
schutzwirdige Interessen der Betroffenen Giberwiegen.

(2) Der Umstand der Beobachtung und die verantwortliche Stelle sind
durch geeignete Malinahmen erkennbar zu machen.

(3) Die Verarbeitung oder Nutzung von nach Absatz 1 erhobenen Daten
ist zulassig, wenn sie zum Erreichen des verfolgten Zwecks erforderlich ist
und keine Anhaltspunkte bestehen, dass schutzwirdige Interessen der
Betroffenen Uberwiegen.

(4) Werden durch Videouberwachung erhobene Daten einer bestimmten
Person zugeordnet, ist diese Uber eine Verarbeitung oder Nutzung ent-
sprechend § 13 a zu benachrichtigen.

(5) Die Daten sind unverziglich zu 16schen, wenn sie zur Erreichung des
Zwecks nicht mehr erforderlich sind oder schutzwirdige Interessen der
Betroffenen einer weiteren Speicherung entgegenstehen.

85b
Mobile personenbezogene Speicher- und Verarbeitungsmedien

(1) Die Stelle, die ein mobiles personenbezogenes Speicher- und Verar-
beitungsmedium ausgibt oder ein Verfahren zur automatisierten Verar-
beitung personenbezogener Daten, das ganz oder teilweise auf einem sol-
chen Medium abléauft, auf das Medium aufbringt, &ndert oder hierzu be-
reithélt, muss den Betroffenen

1. Uber ihre Identitat und Anschrift,

2. in allgemein verstéandlicher Form uber die Funktionsweise des Medi-
ums einschlieBlich der Art der zu verarbeitenden personenbezogenen
Daten,

3. dartiber, wie er seine Rechte nach den §8 13 und 14 austiben kann, und
Uber die bei Verlust oder Zerstérung des Mediums zu treffenden MaR3-
nahmen

unterrichten, soweit der Betroffene nicht bereits Kenntnis erlangt hat.
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(2) Die nach Absatz 1 verpflichtete Stelle hat dafiir Sorge zu tragen, dass
die zur Wahrnehmung des Auskunftsrechts erforderlichen Gerate oder
Einrichtungen in angemessenem Umfang zum unentgeltlichen Gebrauch
zur Verfigung stehen.

(3) Kommunikationsvorgénge, die auf dem Medium eine Datenverarbei-
tung ausldsen, missen fur den Betroffenen eindeutig erkennbar sein.

§6

Technische und organisatorische MaRnahmen

Kirchliche Stellen im Geltungsbereich des § 1 Abs. 2, die selbst oder im
Auftrag personenbezogene Daten erheben, verarbeiten oder nutzen, ha-
ben die technischen und organisatorischen MaRnahmen zu treffen, die er-
forderlich sind, um die Ausfuihrung der Vorschriften dieser Anordnung,
insbesondere die in der Anlage zu dieser Anordnung genannten Anforde-
rungen zu gewabhrleisten. Erforderlich sind MaBnahmen nur, wenn ihr
Aufwand in einem angemessenen Verhéltnis zu dem angestrebten Schutz-
zweck steht.

§7

Einrichtung automatisierter Abrufverfahren

(1) Die Einrichtung eines automatisierten Verfahrens, das die Ubermitt-
lung personenbezogener Daten durch Abruf ermdglicht, ist zuléssig, so-
weit dieses Verfahren unter Berucksichtigung der schutzwiirdigen Interes-
sen der Betroffenen und der Aufgaben oder Geschaftszwecke der betei-
ligten Stellen angemessen ist. Die Vorschriften Uber die Zulassigkeit des
einzelnen Abrufes bleiben unberihrt.

(2) Die beteiligten Stellen haben zu gewahrleisten, dass die Zulassigkeit
des Abrufverfahrens kontrolliert werden kann. Hierzu haben sie schrift-
lich festzulegen:

1. Anlass und Zweck des Abrufverfahrens,

2. Dritte, an die Ubermittelt wird,

3. Artder zu Ubermittelnden Daten,

4. nach § 6 erforderliche technische und organisatorische MafRnahmen.

(3) Uber die Einrichtung von Abrufverfahren ist der Ditzesandaten-
schutzbeauftragte unter Mitteilung der Festlegungen des Abs. 2 zu unter-
richten.
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(4) Die Verantwortung fiir die Zulassigkeit des einzelnen Abrufs tragt der
Dritte, an den Ubermittelt wird. Die speichernde Stelle pruft die Zuldssig-
keit der Abrufe nur, wenn dazu Anlass besteht. Die speichernde Stelle hat
zu gewdhrleisten, dass die Ubermittlung personenbezogener Daten zu-
mindest durch geeignete Stichprobenverfahren festgestellt und tberpruft
werden kann. Wird ein Gesamtbestand personenbezogener Daten abge-
rufen oder Gbermittelt (Stapelverarbeitung), so bezieht sich die Gewéhr-
leistung der Feststellung und Uberpriifung nur auf die Zulassigkeit des
Abrufes oder der Ubermittlung des Gesamtbestandes.

(5) Die Abséatze 1 bis 4 gelten nicht fir den Abruf allgemein zugénglicher
Daten. Allgemein zugénglich sind Daten, die jedermann, sei es ohne oder
nach vorheriger Anmeldung, Zulassung oder Entrichtung eines Entgelts
nutzen kann.

§8

Erhebung, Verarbeitung oder Nutzung personenbezogener Daten im
Auftrag

(1) Werden personenbezogene Daten im Auftrag durch andere Stellen er-
hoben, verarbeitet oder genutzt, ist der Auftraggeber fir die Einhaltung
der Vorschriften dieser Anordnung und anderer Vorschriften Gber den
Datenschutz verantwortlich. Die in § 5 genannten Rechte sind ihm ge-
geniber geltend zu machen.

(2) Der Auftragnehmer ist unter besonderer Beriicksichtigung der Eig-
nung der von ihm getroffenen technischen und organisatorischen Mal-
nahmen sorgféltig auszuwéhlen. Der Auftrag ist schriftlich zu erteilen,
wobei die Datenerhebung (§ 2 Abs. 3), Datenverarbeitung (§ 2 Abs. 4)
oder -nutzung (8 2 Abs. 5), die technischen und organisatorischen Maf3-
nahmen (8 6) und etwaige Unterauftragsverhéltnisse festzulegen sind. Der
Auftraggeber hat sich von der Einhaltung der beim Auftragnehmer ge-
troffenen technischen und organisatorischen MaBnahmen zu iberzeugen.

(3) Der Auftragnehmer darf die Daten nur im Rahmen der Weisungen
des Auftraggebers erheben, verarbeiten oder nutzen. Ist er der Ansicht,
dass eine Weisung des Auftraggebers gegen diese Anordnung oder an-
dere Vorschriften tUber den Datenschutz versto3t, hat er den Auftrag-
geber unverziglich darauf hinzuweisen.

(4) Die Abséatze 1 bis 3 gelten entsprechend, wenn die Priifung oder War-
tung automatisierter Verfahren oder von Datenverarbeitungsanlagen
durch andere Stellen im Auftrag vorgenommen wird und dabei ein Zu-
griff auf personenbezogene Daten nicht ausgeschlossen werden kann.
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§9

Datenerhebung
(1) Das Erheben personenbezogener Daten ist zulassig, wenn ihre Kennt-
nis zur Erflllung der Aufgaben der verantwortlichen Stellen erforderlich
ist.
(2) Personenbezogene Daten sind beim Betroffenen zu erheben. Ohne
seine Mitwirkung dirfen sie nur erhoben werden, wenn

1. eine Rechtsvorschrift dies vorsieht oder zwingend voraussetzt oder

2. a) die zu erfullende Aufgabe ihrer Art nach eine Erhebung bei ande-
ren Personen oder Stellen erforderlich macht oder

b) die Erhebung beim Betroffenen einen unverhaltnismalligen Auf-
wand erfordern wiirde

und jeweils keine Anhaltspunkte daflir bestehen, dass Uberwiegende
schutzwiirdige Interessen des Betroffenen beeintréachtigt werden.

(3) Werden personenbezogene Daten beim Betroffenen erhoben, so ist
er, sofern er nicht bereits auf andere Weise Kenntnis erlangt hat, von der
verantwortlichen Stelle Gber

1. die Identit&t der verantwortlichen Stelle,
2. die Zweckbestimmung der Erhebung, Verarbeitung oder Nutzung und

3. die Kategorien von Empfangern nur, soweit der Betroffene nach den
Umsténden des Einzelfalles nicht mit der Ubermittlung an diese rech-
nen muss,

zu unterrichten. Werden sie beim Betroffenen aufgrund einer Rechtsvor-
schrift erhoben, die zur Auskunft verpflichtet, oder ist die Erteilung der
Auskunft Voraussetzung fir die Gewahrung von Rechtsvorteilen, so ist
der Betroffene hierauf, sonst auf die Freiwilligkeit seiner Angaben hinzu-
weisen. Soweit nach den Umsténden des Einzelfalles erforderlich oder auf
Verlangen ist er Uber die Rechtsvorschrift und Gber die Folgen der Ver-
weigerung von Angaben aufzuklaren.

(4) Werden personenbezogene Daten statt beim Betroffenen bei einer
nicht kirchlichen Stelle erhoben, so ist die Stelle auf die Rechtsvorschrift,
die zur Auskunft erméchtigt, sonst auf die Freiwilligkeit ihrer Angaben,
hinzuweisen.

(5) Das Erheben besonderer Arten personenbezogener Daten (§2
Abs. 10) ist nur zul&ssig, soweit

1. eine Rechtsvorschrift dies vorsieht oder dies aus Griinden eines wichti-
gen Offentlichen Interesses zwingend erforderlich ist,
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2. der Betroffene nach Mal3gabe des § 3 Abs. 4 eingewilligt hat,

3. dies zum Schutz lebenswichtiger Interessen des Betroffenen oder eines
Dritten erforderlich ist, sofern der Betroffene aus physischen oder
rechtlichen Grunden auerstande ist, seine Einwilligung zu geben,

4. es sich um Daten handelt, die der Betroffene offenkundig 6ffentlich ge-
macht hat, oder es zur Geltendmachung, Auslibung oder Verteidigung
rechtlicher Anspriiche vor Gericht erforderlich ist,

5. dies zur Abwehr einer erheblichen Gefahr fiir die 6ffentliche Sicher-
heit erforderlich ist oder dies zur Abwehr erheblicher Nachteile fiir das
Gemeinwohl oder zur Wahrung erheblicher Belange des Gemeinwohls
zwingend erforderlich ist,

6. der Auftrag der Kirche oder die Glaubwirdigkeit ihres Dienstes dies
erfordert,

7. dies zum Zweck der Gesundheitsvorsorge, der medizinischen Diagnos-
tik, der Gesundheitsversorgung oder Behandlung oder fiir die Verwal-
tung von Gesundheitsdiensten erforderlich ist und die Verarbeitung
dieser Daten durch &rztliches Personal oder durch sonstige Personen
erfolgt, die einer entsprechenden Geheimhaltungspflicht unterliegen,

8. dies zur Durchfiihrung wissenschaftlicher Forschung erforderlich ist,
das wissenschaftliche Interesse an der Durchfiihrung des Forschungs-
vorhabens das Interesse des Betroffenen an dem Ausschluss der Erhe-
bung erheblich tberwiegt und der Zweck der Forschung auf andere
Weise nicht oder nur mit unverhaltnisméalligem Aufwand erreicht wer-
den kann,

9. dies zur Eingehung, Durchfiihrung, Beendigung oder Abwicklung des
Dienst- oder Arbeitsverhaltnisses erforderlich ist.

§10

Datenspeicherung, -verénderung und -nutzung

(1) Das Speichern, Verdndern oder Nutzen personenbezogener Daten ist
zuldssig, wenn es zur Erflllung der in der Zusténdigkeit der verantwort-
lichen Stelle liegenden Aufgaben erforderlich ist und es fur die Zwecke
erfolgt, fir die die Daten erhoben worden sind. Ist keine Erhebung vor-
ausgegangen, durfen die Daten nur fur die Zwecke gedndert oder genutzt
werden, fur die sie gespeichert worden sind.

(2) Das Speichern, Verandern oder Nutzen flr andere Zwecke ist nur
zuldssig, wenn
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10.

eine Rechtsvorschrift dies vorsieht oder zwingend voraussetzt und
kirchliche Interessen nicht entgegenstehen,

der Betroffene eingewilligt hat,

offensichtlich ist, dass es im Interesse des Betroffenen liegt, und kein
Grund zu der Annahme besteht, dass er in Kenntnis des anderen
Zwecks seine Einwilligung verweigern wiirde,

. Angaben des Betroffenen Uberprift werden missen, weil tatsachliche

Anhaltspunkte fiir deren Unrichtigkeit bestehen,

die Daten allgemein zugénglich sind oder die verantwortliche Stelle
sie veroOffentlichen durfte, es sei denn, dass das schutzwirdige Inter-
esse des Betroffenen an dem Ausschluss der Zweckanderung offen-
sichtlich Uberwiegt,

es zur Abwehr einer Gefahr fiir die 6ffentliche Sicherheit oder erheb-
licher Nachteile fir das Gemeinwohl oder zur Wahrung erheblicher
Belange des Gemeinwohls erforderlich ist,

es zur Verfolgung von Straftaten oder Ordnungswidrigkeiten, zur
Vollstreckung oder zum Vollzug von Straftaten oder MaRnahmen im
Sinne des § 11 Abs. 1 Nr. 8 des Strafgesetzbuches oder von Erzie-
hungsmaliregeln oder Zuchtmitteln im Sinne des Jugendgerichtsge-
setzes oder zur Vollstreckung von Buf3geldentscheidungen erforder-
lich ist,

es zur Abwehr einer schwerwiegenden Beeintréchtigung der Rechte
einer anderen Person erforderlich ist,

es zur Durchfihrung wissenschaftlicher Forschung erforderlich ist,
das wissenschaftliche Interesse an der Durchflihrung des Forschungs-
vorhabens das Interesse des Betroffenen an dem Ausschluss der
Zweckanderung erheblich Uberwiegt und der Zweck der Forschung
auf andere Weise nicht oder nur mit unverhéltnismaRigem Aufwand
erreicht werden kann

oder der Auftrag der Kirche oder die Glaubwirdigkeit ihres Dienstes
dies erfordert.

(3) Eine Verarbeitung oder Nutzung flir andere Zwecke liegt nicht vor,
wenn sie der Wahrnehmung von Aufsichts- und Kontrollbefugnissen, der
Rechnungsprufung oder der Durchfuhrung von Organisationsuntersu-
chungen fir die verantwortliche Stelle dient. Das gilt auch fur die Verar-
beitung oder Nutzung zu Ausbildungs- und Prifungszwecken durch die
verantwortliche Stelle, soweit nicht Gberwiegende schutzwirdige Interes-
sen des Betroffenen entgegenstehen.
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(4) Personenbezogene Daten, die ausschlieRlich zu Zwecken der Daten-
schutzkontrolle, der Datensicherung oder zur Sicherstellung eines ord-
nungsgemalen Betriebes einer Datenverarbeitungsanlage gespeichert
werden, durfen nur fur diese Zwecke verwendet werden.

(5) Das Speichern, Verandern oder Nutzen von besonderen Arten perso-
nenbezogener Daten (8 2 Abs. 10) fur andere Zwecke ist nur zuléssig,
wenn

1. die Voraussetzungen vorliegen, die eine Erhebung nach § 9 Abs. 5
Nr. 1 bis 6 oder 9 zulassen wiirden oder

2. dies zur Durchfuhrung wissenschaftlicher Forschung erforderlich ist, das
kirchliche Interesse an der Durchfiihrung des Forschungsvorhabens das
Interesse des Betroffenen an dem Ausschluss der Zweckanderung er-
heblich Gberwiegt und der Zweck der Forschung auf andere Weise nicht
oder nur mit unverhaltnismalligem Aufwand erreicht werden kann.

Bei der Abwégung nach Satz 1 Nr. 2 ist im Rahmen des Kirchlichen Inter-
esses das wissenschaftliche Interesse an dem Forschungsvorhaben beson-
ders zu bertcksichtigen.

(6) Die Speicherung, Veranderung oder Nutzung von besonderen Arten
personenbezogener Daten (8 2 Abs. 10) zu den in § 9 Abs. 5 Nr. 7 genann-
ten Zwecken richtet sich nach den fir die in § 9 Abs. 5 Nr. 7 genannten
Personen geltenden Geheimhaltungspflichten.

§11

Datentbermittlung an kirchliche und 6ffentliche Stellen

(1) Die Ubermittlung personenbezogener Daten an Stellen im Geltungs-
bereich des § 1 ist zul&ssig, wenn

1. sie zur Erflllung der in der Zustandigkeit der Gbermittelnden Stelle
oder der empfangenden kirchlichen Stelle liegenden Aufgaben erfor-
derlich ist und

2. die Voraussetzungen vorliegen, die eine Nutzung nach § 10 zulassen
wiirden.

(2) Die Verantwortung fur die Zuléssigkeit der Ubermittlung tragt die
tibermittelnde Stelle. Erfolgt die Ubermittlung auf Ersuchen der empfan-
genden kirchlichen Stelle, tragt diese die Verantwortung. In diesem Falle
priift die tibermittelnde Stelle nur, ob das Ubermittlungsersuchen im Rah-
men der Aufgaben der empfangenden kirchlichen Stelle liegt, es sei denn,
dass besonderer Anlass zur Priifung der Zuléssigkeit der Ubermittlung
besteht. § 7 Abs. 4 bleibt unberuhrt.
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(3) Die empfangende Kirchliche Stelle darf die Ubermittelten Daten flr
den Zweck verarbeiten oder nutzen, zu dessen Erfullung sie ihr Gbermit-
telt werden. Eine Verarbeitung oder Nutzung fur andere Zwecke ist nur
unter den Voraussetzungen des § 10 Abs. 2 zulassig.

(4) Fir die Ubermittlung personenbezogener Daten an 6ffentliche Stellen
und an kirchliche Stellen auBerhalb des Geltungsbereichs des § 1 gelten
die Abs. 1-3 entsprechend, sofern sichergestellt ist, dass bei dem Empfan-
ger ausreichende Datenschutzmalinahmen getroffen werden.

(5) Sind mit personenbezogenen Daten, die nach Abs. 1 Ubermittelt wer-
den diirfen, weitere personenbezogene Daten des Betroffenen oder eines
Dritten in Akten so verbunden, dass eine Trennung nicht oder nur mit un-
vertretbarem Aufwand méglich ist, so ist die Ubermittlung auch dieser
Daten zulassig, soweit nicht berechtigte Interessen des Betroffenen oder
eines Dritten an deren Geheimhaltung offensichtlich Gberwiegen; eine
Nutzung dieser Daten ist unzulassig.

(6) Abs. 5 gilt entsprechend, wenn personenbezogene Daten innerhalb ei-
ner kirchlichen Stelle weitergegeben werden.

8§12
Dateniibermittlung an nicht Kirchliche und nicht 6ffentliche Stellen

(1) Die Ubermittlung personenbezogener Daten an nicht kirchliche Stel-
len, nicht 6ffentliche Stellen oder Personen ist zuléssig, wenn

1. sie zur Erflllung der in der Zusténdigkeit der Ubermittelnden Stelle lie-
genden Aufgaben erforderlich ist und die VVoraussetzungen vorliegen,
die eine Nutzung nach § 10 zulassen wiirden, oder

2. der Dritte, an den die Daten tbermittelt werden, ein berechtigtes In-
teresse an der Kenntnis der zu Gbermittelnden Daten glaubhaft darlegt
und der Betroffene kein schutzwirdiges Interesse an dem Ausschluss
der Ubermittlung hat.

Das Ubermitteln von besonderen Arten personenbezogener Daten (§ 2
Abs. 10) ist abweichend von Satz 1 Nr. 2 nur zul&ssig, wenn die VVorausset-
zungen vorliegen, die eine Nutzung nach § 10 Abs. 5 und 6 zulassen wiir-
den oder soweit dies zur Geltendmachung, Auslibung oder Verteidigung
rechtlicher Anspriiche erforderlich ist.

(2) Die Verantwortung fur die Zuléssigkeit der Ubermittlung tragt die
Ubermittelnde Stelle.

(3) In den Féllen der Ubermittlung nach Abs. 1 Nr. 2 unterrichtet die
Ubermittelnde Stelle den Betroffenen von der Ubermittlung seiner Daten.
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Dies gilt nicht, wenn damit zu rechnen ist, dass er davon auf andere Weise
Kenntnis erlangt, wenn die Unterrichtung wegen der Art der personenbe-
zogenen Daten unter Berlcksichtigung der schutzwirdigen Interessen des
Betroffenen nicht geboten erscheint, wenn die Unterrichtung die offentli-
che Sicherheit gefahrden oder dem kirchlichen Wohl Nachteile bereiten
wirde.

(4) Der Dritte, an den die Daten Ubermittelt werden, darf diese nur fir
den Zweck verarbeiten oder nutzen, zu dessen Erflllung sie ihm tGbermit-
telt werden. Die Ubermittelnde Stelle hat ihn darauf hinzuweisen. Eine
Verarbeitung oder Nutzung fiir andere Zwecke ist zuldssig, wenn eine
Ubermittlung nach Absatz 1 zuldssig ware und die ibermittelnde Stelle
zugestimmt hat.

§13

Auskunft an den Betroffenen

(1) Dem Betroffenen ist auf Antrag Auskunft zu erteilen Gber:

1. die zu seiner Person gespeicherten Daten, auch soweit sie sich auf die
Herkunft dieser Daten beziehen,

2. die Empfanger oder Kategorien von Empfangern, an die die Daten
weitergegeben werden, und

3. den Zweck der Speicherung.

In dem Antrag soll die Art der personenbezogenen Daten, Uber die Aus-
kunft erteilt werden soll, ndher bezeichnet werden. Sind die personenbe-
zogenen Daten weder automatisiert noch in nicht automatisierten Dateien
gespeichert, wird die Auskunft nur erteilt, soweit der Betroffene Angaben
macht, die das Auffinden der Daten ermdglichen und der fir die Ertei-
lung der Auskunft erforderliche Aufwand nicht auBer Verhaltnis zu dem
vom Betroffenen geltend gemachten Informationsinteresse steht. Das Bis-
tum bestimmt das Verfahren, insbesondere die Form der Auskunftsertei-
lung.

(2) Abs. 1 gilt nicht fur personenbezogene Daten, die nur deshalb gespei-
chert sind, weil sie aufgrund gesetzlicher, satzungsgemafRer oder vertragli-
cher Aufbewahrungsvorschriften nicht geldscht werden dirfen oder aus-
schlieBlich Zwecken der Datensicherung oder der Datenschutzkontrolle
dienen und eine Auskunftserteilung einen unverhaltnisméiigen Aufwand
erfordern wirde.

(3) Die Auskunftserteilung unterbleibt, soweit
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1. die Auskunft die ordnungsgemaRe Erflllung der in der Zustandigkeit
der verantwortlichen Stelle liegenden Aufgaben gefahrden wirde,

2. die Auskunft dem kirchlichen Wohl Nachteile bereiten wiirde,

3. die Auskunft die o6ffentliche Sicherheit oder Ordnung gefahrden
wirde,

4. die Daten oder die Tatsache ihrer Speicherung nach einer Rechtsvor-
schrift oder ihrem Wesen nach, insbesondere wegen der Uberwiegen-
den berechtigten Interessen eines Dritten, geheim gehalten werden
mussen

und deswegen das Interesse des Betroffenen an der Auskunftserteilung
zurilicktreten muss.

(4) Die Ablehnung der Auskunftserteilung bedarf einer Begrindung
nicht, soweit durch die Mitteilung der tatsdchlichen oder rechtlichen
Griinde, auf die die Entscheidung gestitzt wird, der mit der Auskunftser-
verweigerung verfolgte Zweck geféhrdet wirde. In diesem Fall ist der Be-
troffene darauf hinzuweisen, dass er sich an den Ditzesandatenschutzbe-
auftragten wenden kann.

(5) Wird dem Betroffenen keine Auskunft erteilt, so ist sie auf sein Ver-
langen dem Didzesandatenschutzbeauftragten zu erteilen, soweit nicht
das Bistum im Einzelfall feststellt, dass dadurch das kirchliche Wohl be-
eintrachtigt wird. Die Mitteilung des Di6zesandatenschutzbeauftragten an
den Betroffenen darf keine Rickschlisse auf den Erkenntnisstand der
verantwortlichen Stelle zulassen, sofern diese nicht einer weitergehenden
Auskunft zustimmt.

(6) Die Auskunft ist unentgeltlich.

§13a

Benachrichtigung

(1) Werden Daten ohne Kenntnis des Betroffenen erhoben, so ist er von
der Speicherung, der Identitat der verantwortlichen Stelle sowie Uber die
Zweckbestimmungen der Erhebung, Verarbeitung oder Nutzung zu un-
terrichten. Der Betroffene ist auch tber die Empfanger oder Kategorien
von Empfiangern von Daten zu unterrichten, soweit er nicht mit der Uber-
mittlung an diese rechnen muss. Sofern eine Ubermittlung vorgesehen ist,
hat die Unterrichtung spatestens bei der ersten Ubermittlung zu erfolgen.

(2) Eine Pflicht zur Benachrichtigung besteht nicht, wenn

1. der Betroffene auf andere Weise Kenntnis von der Speicherung oder
der Ubermittlung erlangt hat,
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2. die Unterrichtung des Betroffenen einen unverhéltnismaRigen Auf-
wand erfordert oder

3. die Speicherung oder Ubermittlung der personenbezogenen Daten
durch eine Rechtsvorschrift ausdrucklich vorgesehen ist.

(3) 8§ 13 Abs. 2 und 3 gelten entsprechend.

8§14
Berichtigung, L 6schung oder Sperrung von Daten; Widerspruchsrecht

(1) Personenbezogene Daten sind zu berichtigen, wenn sie unrichtig sind.
Wird festgestellt, dass personenbezogene Daten, die weder automatisiert
verarbeitet noch in nicht automatisierten Dateien gespeichert sind, un-
richtig sind, oder wird ihre Richtigkeit von dem Betroffenen bestritten, so
ist dies in geeigneter Weise festzuhalten.

(2) Personenbezogene Daten, die automatisiert verarbeitet oder in nicht
automatisierten Dateien gespeichert sind, sind zu 16schen, wenn

1. ihre Speicherung unzuléassig ist oder

2. ihre Kenntnis fir die verantwortliche Stelle zur Erfillung der in ihrer
Zustandigkeit liegenden Aufgaben nicht mehr erforderlich ist.

(3) An die Stelle einer Ldschung tritt eine Sperrung, soweit

1. einer Loschung gesetzliche, satzungsmaliige oder vertragliche Aufbe-
wahrungsfristen entgegenstehen,

2. Grund zu der Annahme besteht, dass durch eine Ldschung schutzwiir-
dige Interessen des Betroffenen beeintrachtigt wirden, oder

3. eine Ldschung wegen der besonderen Art der Speicherung nicht oder
nur mit unverhéltnismélig hohem Aufwand mdoglich ist.

(4) Personenbezogene Daten, die automatisiert verarbeitet oder in nicht
automatisierten Dateien gespeichert sind, sind ferner zu sperren, soweit
ihre Richtigkeit vom Betroffenen bestritten wird und sich weder die Rich-
tigkeit noch die Unrichtigkeit feststellen lasst.

(5) Personenbezogene Daten durfen nicht fur eine automatisierte Verar-
beitung oder Verarbeitung in nicht automatisierten Dateien erhoben, ver-
arbeitet oder genutzt werden, soweit der Betroffene dieser bei der verant-
wortlichen Stelle widerspricht und eine Priifung ergibt, dass das schutzwir-
dige Interesse des Betroffenen wegen seiner besonderen personlichen Si-
tuation das Interesse der verantwortlichen Stelle an dieser Erhebung, Ver-
arbeitung oder Nutzung Uberwiegt. Satz 1 gilt nicht, wenn eine Rechtsvor-
schrift zur Erhebung, Verarbeitung oder Nutzung verpflichtet.
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(6) Personenbezogene Daten, die weder automatisiert verarbeitet noch in
einer nicht automatisierten Datei gespeichert sind, sind zu sperren, wenn
die verantwortliche Stelle im Einzelfall feststellt, dass ohne die Sperrung
schutzwiirdige Interessen des Betroffenen beeintréachtigt wiirden und die
Daten fiir die Aufgabenerfiillung der Behorde nicht mehr erforderlich
sind.

(7) Gesperrte Daten dirfen ohne Einwilligung des Betroffenen nur tber-
mittelt oder genutzt werden, wenn

1. es zu wissenschaftlichen Zwecken, zur Behebung einer bestehenden
Beweisnot oder aus sonstigen, im Uberwiegenden Interesse der verant-
wortlichen Stelle oder eines Dritten liegenden Griinden unerlésslich ist
und

2. die Daten hierfur Ubermittelt oder genutzt werden durften, wenn sie
nicht gesperrt wéaren.

(8) Von der Berichtigung unrichtiger Daten, der Sperrung bestrittener
Daten sowie der Loschung oder Sperrung wegen Unzuléssigkeit der Spei-
cherung sind die Stellen zu verstéandigen, denen im Rahmen einer Da-
tentbermittlung diese Daten zur Speicherung weitergegeben wurden,
wenn dies keinen unverhéltnismaRigen Aufwand erfordert und schutz-
wurdige Interessen des Betroffenen nicht entgegenstehen.

§15

Anrufung des Didzesandatenschutzbeauftragten

Jedermann kann sich an den Didzesandatenschutzbeauftragten wenden,
wenn er der Ansicht ist, bei der Erhebung, Verarbeitung oder Nutzung
seiner personenbezogenen Daten durch Stellen gemaRR § 1 Abs. 2 in sei-
nen Rechten verletzt worden zu sein.

8§16
Bestellung und Rechtsstellung des Didzesandatenschutzbeauftragten

(1) Der Bischof bestellt fir den Bereich seines Bistums einen Didzesan-
datenschutzbeauftragten. Die Bestellung erfolgt fiir die Dauer von drei
Jahren. Wiederbestellung ist méglich. Bei Vorliegen eines wichtigen
Grundes, kann der Bischof vorzeitig die Bestellung zuriicknehmen. Auf
Antrag des Beauftragten nimmt der Bischof die Bestellung zurick.

(2) Zum Diodzesandatenschutzbeauftragten darf nur bestellt werden, wer
die zur Erfillung seiner Aufgaben erforderliche Fachkunde und Zuverlas-
sigkeit besitzt. Er ist auf die gewissenhafte Erfiillung seiner Pflichten und
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die Einhaltung des kirchlichen und des fur die Kirchen verbindlichen
staatlichen Rechts zu verpflichten.

(3) Der Ditdzesandatenschutzbeauftragte ist in Auslibung seiner Tatigkeit
unabhangig und nur dem kirchlichen Recht und dem fiir die Kirchen ver-
bindlichen staatlichen Recht unterworfen.

(4) Der Didzesandatenschutzbeauftragte ist, auch nach Beendigung seines
Auftrages, verpflichtet Gber die ihm in seiner Eigenschaft als Didzesanda-
tenschutzbeauftragtem bekannt gewordenen Angelegenheiten Verschwie-
genheit zu bewahren. Dies gilt nicht fir Mitteilungen im dienstlichen Ver-
kehr oder Uber Tatsachen, die offenkundig sind oder ihrer Bedeutung
nach keiner Geheimhaltung bedurfen.

(5) Der Ditdzesandatenschutzbeauftragte darf, auch wenn sein Auftrag be-
endet ist, Uber solche Angelegenheiten ohne Genehmigung des Bischofs
weder vor Gericht noch auBergerichtlich Aussagen oder Erklarungen ab-
geben. Die Genehmigung, als Zeuge auszusagen, wird in der Regel erteilt.
Unberthrt bleibt die gesetzlich begriindete Pflicht, Straftaten anzuzeigen.

8§17
Aufgaben des Didzesandatenschutzbeauftragten

(1) Der Diozesandatenschutzbeauftragte wacht tber die Einhaltung der
Vorschriften dieser Anordnung sowie anderer Vorschriften tber den Da-
tenschutz. Er kann Empfehlungen zur Verbesserung des Datenschutzes
geben. Des weiteren kann er die bischofliche Behdrde und sonstige Kirch-
liche Dienststellen in seinem Bereich in Fragen des Datenschutzes bera-
ten. Auf Anforderung der bischéflichen Behdrde hat der Didzesandaten-
schutzbeauftragte Gutachten zu erstellen und Berichte zu erstatten.

(2) Die in 8 1 Abs. 2 genannten Stellen sind verpflichtet, den Didzesanda-
tenschutzbeauftragten bei der Erfillung seiner Aufgaben zu unterstiitzen.
Soweit nicht sonstige kirchliche Vorschriften entgegenstehen, ist ihm da-
bei insbesondere

1. Auskunft zu seinen Fragen sowie Einsicht in alle Unterlagen und Ak-
ten zu gewdahren, die im Zusammenhang mit der Verarbeitung perso-
nenbezogener Daten stehen, namentlich in die gespeicherten Daten
und in die Datenverarbeitungsprogramme,

2. wahrend der Dienstzeit Zutritt zu allen Dienstraumen, die der Verar-
beitung und Aufbewahrung automatisierter Dateien dienen, zu ge-
wahren.

(3) Der Diodzesandatenschutzbeauftragte erstattet dem Bischof alle 3
Jahre einen Tatigkeitsbericht. Der Tétigkeitsbericht soll auch eine Dar-
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stellung der wesentlichen Entwicklungen des Datenschutzes im nicht-
kirchlichen Bereich enthalten.

(4) Der Diozesandatenschutzbeauftragte wirkt auf die Zusammenarbeit
mit den kirchlichen Stellen, insbesondere mit den anderen Didzesan-
datenschutzbeauftragten, hin.

(5) Zu seinem Aufgabenbereich gehért die Zusammenarbeit mit den
staatlichen Beauftragten fur den Datenschutz.

§18

Beanstandungen durch den Ditzesandatenschutzbeauftragten

(1) Stellt der Didzesandatenschutzbeauftragte Verst6f3e gegen die Vor-
schriften dieser Anordnung oder gegen andere Datenschutzbestimmun-
gen oder sonstige Méangel bei der Verarbeitung personenbezogener Daten
fest, so beanstandet er diese gegenuber der zustandigen aufsichtsfiihren-
den Stelle und fordert zur Stellungnahme innerhalb einer von ihm zu be-
stimmenden Frist auf.

(2) Der Diozesandatenschutzbeauftragte kann von einer Beanstandung
absehen oder auf eine Stellungnahme der betroffenen Stelle verzichten,
wenn es sich um unerhebliche Mé&ngel handelt.

(3) Mit der Beanstandung kann der Didzesandatenschutzbeauftragte VVor-
schlége zur Beseitigung der Méangel und zur sonstigen Verbesserung des
Datenschutzes verbinden.

(4) Die gem. Abs. 1 abzugebende Stellungnahme soll auch eine Darstel-
lung der MaRnahmen enthalten, die aufgrund der Beanstandungen Di6ze-
sandatenschutzbeauftragten getroffen worden sind.

§18a
Betrieblicher Beauftragter fiir den Datenschutz

(1) Kirchliche Stellen im Sinne des § 1 Abs. 2, die personenbezogene Da-
ten automatisiert erheben, verarbeiten oder nutzen, kénnen einen be-
trieblichen Datenschutzbeauftragten schriftlich bestellen.

(2) Zum betrieblichen Datenschutzbeauftragten darf nur bestellt werden,
wer die zur Erfullung seiner Aufgaben erforderliche Fachkunde und Zu-
verlassigkeit besitzt. Mit dieser Aufgabe kann auch eine Person auBerhalb
der kirchlichen Stelle betraut werden. Ein betrieblicher Datenschutzbe-
auftragter kann von mehreren kirchlichen Stellen bestellt werden.
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(3) Der betriebliche Datenschutzbeauftragte ist dem Leiter der Kirch-
lichen Stelle unmittelbar zu unterstellen. Er ist in Austbung seiner Fach-
kunde auf dem Gebiet des Datenschutzes weisungsfrei. Er darf wegen der
Erfallung seiner Aufgaben nicht benachteiligt werden.

(4) Die kirchlichen Stellen haben den betrieblichen Datenschutzbeauftrag-
ten bei der Erfillung seiner Aufgaben zu unterstiitzen. Betroffene kénnen
sich jederzeit an den betrieblichen Datenschutzbeauftragten wenden.

(5) Im Ubrigen findet § 16 entsprechende Anwendung.

§18b

Aufgaben des betrieblichen Datenschutzbeauftragten

(1) Der betriebliche Datenschutzbeauftragte wirkt auf die Einhaltung die-
ser Anordnung und anderer Vorschriften Uber den Datenschutz hin. Zu
diesem Zweck kann er sich in Zweifelsféllen an den Di6zesandatenschutz-
beauftragten gemaf § 16 KDO wenden. Er hat insbesondere

1. die ordnungsgemalle Anwendung der Datenverarbeitungsprogramme,
mit deren Hilfe personenbezogene Daten verarbeitet werden sollen, zu
Uberwachen; zu diesem Zweck ist er Uiber VVorhaben der automatisierten
Verarbeitung personenbezogener Daten rechtzeitig zu unterrichten,

2. die bei der Verarbeitung personenbezogener Daten tétigen Personen
durch geeignete MaRnahmen mit den Vorschriften dieser Anordnung
sowie anderer Vorschriften Gber den Datenschutz und mit den jeweili-
gen besonderen Erfordernissen des Datenschutzes vertraut zu machen.

(2) Dem betrieblichen Datenschutzbeauftragten ist von der verantwort-
lichen Stelle eine Ubersicht nach § 3 a Abs. 2 zur Verflgung zu stellen.

(3) Der betriebliche Datenschutzbeauftragte macht die Angaben nach
8 3a Abs. 2 Nr. 1 bis 7 auf Antrag jedermann in geeigneter Weise verfug-
bar, der ein berechtigtes Interesse nachweist.

§19

Erméchtigungen

Die zur Durchfiihrung dieser Anordnung erforderlichen Regelungen trifft
der Generalvikar. Er legt insbesondere fest:

a) den Inhalt der Meldung gemaR § 3 a,
b) den Inhalt der schriftlichen Verpflichtungserklarung gem. § 4 Satz 2,
¢) die technischen und organisatorischen MalRnahmen gem. § 6 Satz 1.
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§20

Schlussbestimmung

Diese Anordnung tritt am 1. Januar 2004 in Kraft. Gleichzeitig tritt die
Anordnung Uber den kirchlichen Datenschutz — KDO vom 1. Januar 1994
(OVB 1994, S. 78 ff.) auRer Kraft.

Speyer, 17. November 2003

+ S /quww,w

Dr. Anton Schlembach
Bischof von Speyer

2 Anordnung tber den Sozialdatenschutz in der freien Jugendhilfe

Von den Mitarbeitern in der freien Jugendhilfe sind fur die erhobenen,
verarbeiteten und genutzten Daten Uber junge Menschen und deren Fa-
milien das Sozialgeheimnis und dessen Sozialdatenschutzvorschriften ent-
sprechend anzuwenden. Im Ubrigen gilt die Anordnung zum kirchlichen
Datenschutz (KDO) in ihrer jeweiligen Fassung.

Diese Anordnung tritt am 1. Januar 2004 in Kraft.
Speyer, 17. November 2003

+ fhd AAA/LW&@W

Dr. Anton Schlembach
Bischof von Speyer

Anmerkung des Bischoflichen Ordinariates:

Die Vorschriften des Sozialgesetzbuches fur den Sozialdatenschutz in der
Jugendhilfe finden auf kirchliche Stellen unmittelbar keine Anwendung.
Trager der 6ffentlichen Jugendhilfe, die Daten an kirchliche Stellen tGber-
mitteln, sind aber verpflichtet, sicherzustellen, dass der Sozialdatenschutz
wie bei der Ubermittlung an 6ffentliche (staatliche) Stellen gewéhrleistet
wird (8 61 Abs. 4 SGB VII1).

Diese Anforderung wird durch die Inkraftsetzung von obiger bereichsspe-
zifischer Anordnung erfallt.
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Bischofliches Ordinariat

3 Verordnung zur Durchfiihrung der Anordnung Giber den
kirchlichen Datenschutz (KDO - DVO)

Aufgrund des § 19 der Anordnung Uber den kirchlichen Datenschutz
(KDO) vom 1. Januar 2004 werden mit Wirkung vom 1. Januar 2004 die
folgenden Regelungen getroffen:

1.
Zu § 3 a KDO (Meldung von Verfahren automatisierter Verarbeitung)

(1) Sofern Verfahren automatisierter Verarbeitungen meldepflichtig sind,
sind diese vor Inbetriebnahme schriftlich dem Di6zesandatenschutzbeauf-
tragten zu melden. Sofern ein betrieblicher Datenschutzbeauftragter be-
stellt ist, ist diesem gemé&R § 18 b Abs. 2 KDO eine Ubersicht nach § 3 a
Abs. 2 KDO zur Verfligung zu stellen.

(2) Fur die Meldung von Verfahren automatisierter Verarbeitung vor In-
betriebnahme beziehungsweise die dem betrieblichen Datenschutzbeauf-
tragten zur Verfiigung zu stellende Ubersicht soll das Muster geméaR der
Anlage verwandt werden.

Zu §4KDO

(1) Zum Kreis der bei der Datenverarbeitung tatigen Personen im Sinne
des § 4 KDO gehoren die in den Stellen gemaR § 1 Abs. 2 KDO gegen
Entgelt beschaftigten und ehrenamtlich tatigen Personen. Sie werden be-
lehrt Uber:

1. den Inhalt der KDO und anderer fiir ihre Téatigkeit geltender Daten-
schutzvorschriften; dies geschieht durch Hinweis auf die fir den Aufga-
benbereich des Mitarbeiters wesentlichen Grundsétze und im Ubrigen
auf die Texte in der jeweils gultigen Fassung. Diese Texte werden zur
Einsichtnahme und etwaigen kurzfristigen Ausleihe bereitgehalten;
dies wird dem Mitarbeiter bekannt gegeben,

2. die Verpflichtung zur Beachtung der in Nummer 1 genannten Vor-
schriften bei ihrer Tatigkeit in der Datenverarbeitung,
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3. mogliche disziplinarrechtliche bzw. arbeitsrechtliche/rechtliche Folgen
eines Verstofles gegen die KDO und andere fur ihre Téatigkeit geltende
Datenschutzvorschriften,

4. das Fortbestehen des Datengeheimnisses nach Beendigung der Tatig-
keit bei der Datenverarbeitung.

(2) Uber die Beachtung der Verpflichtung ist von den bei der Datenver-
arbeitung tatigen Personen eine schriftliche Erklarung nach nédherer Mal3-
gabe des Abschnittes 111 abzugeben. Die Urschrift der Verpflichtungser-
klarung wird zu den Personalakten der bei der Datenverarbeitung tatigen
Personen genommen, welche eine Ausfertigung der Erklarung erhalten.

(3) Die Verpflichtung auf das Datengeheimnis erfolgt durch den Dienst-
vorgesetzten der in der Datenverarbeitung tatigen Personen oder einen
von ihm Beauftragten.

Zu §4 KDO

(1) Die schriftliche Verpflichtungserklarung der bei der Datenverarbei-
tung tatigen Personen geman § 4 Satz 2 KDO hat zum Inhalt,

1. Angaben zur Identifizierung (Vor- und Zuname, Geburtsdatum und
Anschrift sowie Beschaftigungsdienststelle),

2. die Bestatigung, dass

a) auf die fur den Aufgabenbereich des Mitarbeiters wesentlichen
Grundsatze und im Ubrigen auf die Texte in der jeweils gultigen Fas-
sung sowie

b) auf die Mdglichkeit der Einsichtnahme und etwaigen kurzfristigen
Ausleihe dieser Texte

hingewiesen wurde,

3. die Verpflichtung, die KDO und andere fur ihre Téatigkeit geltende Da-
tenschutzvorschriften in der jeweils gultigen Fassung sorgfaltig einzu-
halten,

4. die Bestatigung, dass sie Uber disziplinarrechtliche bzw. arbeitsrecht-
liche Folgen eines VerstoRes gegen die KDO belehrt wurden.

(2) Die schriftliche Verpflichtungserklérung ist von der bei der Datenver-
arbeitung tétigen Person unter Angabe des Ortes und des Datums der
Unterschriftsleistung zu unterzeichnen.

(3) Far die schriftliche Verpflichtungserklarung ist das Muster gemaf der
Anlage zu verwenden.
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V.
Anlage zu § 6 KDO

Werden personenbezogene Daten automatisiert verarbeitet oder genutzt,
ist die innerbehoérdliche oder innerbetriebliche Organisation so zu gestal-
ten, dass sie den besonderen Anforderungen des Datenschutzes gerecht
wird. Dabei sind insbesondere MaRnahmen zu treffen, die je nach der Art
der zu schiitzenden personenbezogenen Daten oder Datenkategorien ge-
eignet sind,

1

Unbefugten den Zutritt zu Datenverarbeitungsanlagen, mit denen per-
sonenbezogene Daten verarbeitet oder genutzt werden, zu verwehren
(Zutrittskontrolle),

. zu verhindern, dass Datenverarbeitungssysteme von Unbefugten ge-

nutzt werden kdnnen (Zugangskontrolle),

. zu gewahrleisten, dass die zur Benutzung eines Datenverarbeitungs-

systems Berechtigten ausschlief3lich auf die ihrer Zugriffsberechtigung
unterliegenden Daten zugreifen kdnnen, und dass personenbezogene
Daten bei der Verarbeitung, Nutzung und nach der Speicherung nicht
unbefugt gelesen, kopiert, verandert oder entfernt werden kénnen (Zu-
griffskontrolle),

. zu gewahrleisten, dass personenbezogene Daten bei der elektronischen

Ubertragung oder wahrend ihres Transports oder ihrer Speicherung
auf Datentréager nicht unbefugt gelesen, kopiert, verandert oder ent-
fernt werden kénnen und dass tUberprift und festgestellt werden kann,
an welche Stellen eine Ubermittlung personenbezogener Daten durch
Einrichtungen zur Datenlibertragung vorgesehen ist (Weitergabekon-
trolle),

. zu gewabhrleisten, dass nachtréaglich tberprift und festgestellt werden

kann, ob und von wem personenbezogene Daten in Datenverarbei-
tungssysteme eingegeben, verandert oder entfernt worden sind (Ein-
gabekontrolle),

. zu gewahrleisten, dass personenbezogene Daten, die im Auftrag verar-

beitet werden, nur entsprechend den Weisungen des Auftraggebers
verarbeitet werden kénnen (Auftragskontrolle),

. zu gewabhrleisten, dass personenbezogene Daten gegen zuféllige Zer-

storung oder Verlust geschiitzt sind (Verflgbarkeitskontrolle),

. zu gewabhrleisten, dass zu unterschiedlichen Zwecken erhobene Daten

getrennt verarbeitet werden kénnen.
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V.

Zu §12 Abs. 3KDO

(1) Die Unterrichtung des Betroffenen (§ 2 Abs. 1 KDO) uber eine
Ubermittlung gemaR § 12 Abs. 3 Satz 1 KDO erfolgt schriftlich.

(2) Sie enthalt
1. die Bezeichnung der Gibermittelnden Stelle einschlieRlich der Anschrift,

2. die Bezeichnung des Dritten, an den die Daten Ubermittelt werden,
einschliefilich der Anschrift,

3. die Bezeichnung der Ubermittelten Daten.

VI.
Zu 813 Abs. 1 KDO

(1) Der Antrag des Betroffenen (§ 2 Abs. 1 KDO) auf Auskunft ist
schriftlich an die verantwortliche Stelle (§ 2 Abs. 8 KDO) zu richten oder
dort zu Protokoll zu erklaren.

(2) Der Antrag soll die Art der personenbezogenen Daten, tiber die Aus-
kunft begehrt wird, nédher bezeichnen. Der Antrag auf Auskunft tber per-
sonenbezogene Daten, die weder automatisiert verarbeitet noch in einer
nicht automatisierten Datei gespeichert sind, muss Angaben enthalten,
die das Auffinden der Daten ermdglichen.

(3) Der Antrag kann beschrankt werden auf Auskunft Gber
1. die zur Person des Betroffenen gespeicherten Daten oder
2. die Herkunft dieser Daten oder

3. die Empfanger oder Kategorien von Empfangern, an die die Daten
weitergegeben worden sind oder

4. den Zweck, zu dem diese Daten gespeichert sind.

(4) Vorbehaltlich der Regelung in § 13 Abs. 3 KDO wird die Auskunft in
dem beantragten Umfang von der verantwortlichen Stelle (§ 2 Abs. 8
KDO) schriftlich erteilt.

(5) Wenn die Erteilung der beantragten Auskunft gemaR § 13 Abs. 2
oder 3 KDO zu unterbleiben hat, so ist dies dem Antragsteller schriftlich
mitzuteilen. Die Versagung der beantragten Auskunft soll begriindet wer-
den. Fur den Fall, dass eine Begriindung gemaR § 13 Abs. 4 KDO nicht
erforderlich ist, ist der Antragsteller darauf hinzuweisen, dass er sich an
den Di6zesandatenschutzbeauftragten wenden kann; die Anschrift des
Di6zesandatenschutzbeauftragten ist ihm mitzuteilen.
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VII.

Zu§13aKDO

(1) Die Benachrichtigung des Betroffenen (§ 2 Abs. 1 KDO) gemal
8 13a Abs. 1 KDO erfolgt, soweit die Pflicht zur Benachrichtigung nicht
nach § 13 a Abs. 2 und 3 entféllt, schriftlich durch die verantwortliche
Stelle.

(2) Sie enthalt
1. die zur Person des Betroffenen gespeicherten Daten,
2. die Bezeichnung der verantwortlichen Stelle,

3. den Zweck, zu dem die Daten erhoben, verarbeitet oder genutzt wer-
den,

4. die Empfanger oder Kategorien von Empfangern, soweit der Betrof-
fene nicht mit der Ubermittlung an diese rechnen muss.

VIII.

Zu § 14 KDO

(1) Der Betroffene (§ 2 Abs. 1 KDO) kann schriftlich beantragen, ihn be-
treffende personenbezogene Daten zu berichtigen oder zu léschen. Der
Antrag ist schriftlich an die Stellen gemé&fl? 8 1 Abs. 2 Nr. 2 und 3, im Falle
des § 1 Abs. 2 Nr. 1 an das Bistum zu richten.

(2) In dem Antrag auf Berichtigung sind die Daten zu bezeichnen, deren
Unrichtigkeit behauptet wird. Der Antrag muss Angaben Uber die Um-
sténde enthalten, aus denen sich die Unrichtigkeit der Daten ergibt.

(3) In dem Antrag auf Loschung sind die personenbezogenen Daten zu
bezeichnen, deren Speicherung fiir unzulassig gehalten wird. Der Antrag
muss Angaben uber die Umstande enthalten, aus denen sich die Unzulé&s-
sigkeit der Speicherung ergibt.

(4) Die zustédndige Stelle entscheidet schriftlich Uber Antrédge gemaR
Abs. 1. Die Entscheidung ist dem Antragsteller bekannt zu geben. Im
Falle des § 14 Abs. 7 KDO sind ihm die Stellen anzugeben, die von der
Berichtigung, Ldschung oder Sperrung verstandigt worden sind. Ist eine
Verstandigung aufgrund des § 14 Abs. 7 KDO unterblieben, sind dem An-
tragsteller die Griinde daflir mitzuteilen.

(5) Der Widerspruch gemaR § 14 Abs. 5 KDO ist schriftlich oder zur Nie-
derschrift bei der verantwortlichen Stelle (8 2 Abs. 8 KDO) einzulegen.
Die Umstande, aus denen sich das schutzwiirdige Interesse des Betroffe-
nen wegen seiner besonderen personlichen Situation ergibt, sind von dem
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Betroffenen darzulegen. Die verantwortliche Stelle entscheidet Giber den
Widerspruch in geeigneter Form. Die Entscheidung ist dem Betroffenen
bekannt zu geben.

X

Mit dem In-Kraft-Treten dieser Durchfiihrungsverordnung tritt gleichzei-
tig die Verordnung zur Durchfihrung der Anordnung Uber den kirchli-
chen Datenschutz vom 1. Juli 1994 (OVB 1994, S. 185 ff.) auBer Kraft.

Speyer, 19. November 2003

Josef Damian Szuba
Generalvikar
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Anlagen

1. Zu Abschnitt I. KDO-DVO (§ 3 a KDO Meldung von Verfahren

automatisierter Verarbeitungen)

Die Notwendigkeit fir die in den nachfolgenden Formularen (Muster 1
und Muster 2) geforderten Angaben ergibt sich aus § 3 a KDO. Fr jedes
automatisierte Verfahren einer verantwortlichen Stelle fullt der Rechts-
tréger (8 1 Abs. 2 KDO) ein Formular nach Muster 1 und Muster 2 aus.

Muster 1

Allgemeine Angaben (§ 3 a Abs. 2 Nr. 1 und Nr. 2 KDO)
1. Name und Anschrift

1.1  des Rechtstragers (§ 1 Abs. 2 KDO) (z. B. Kirchengemeinde);

1.2 der verantwortlichen Stelle (Jede Person oder Stelle, die personen-
bezogene Daten fiir sich selbst erhebt, verarbeitet oder nutzt oder
dies durch andere im Auftrag vornehmen lasst 8 2 Abs. 8 KDO)
(z. B. Kindergarten der Kirchengemeinde).

Vertretung der verantwortlichen Stelle

2.1 der nach der Verfassung (Statut, Geschaftsordnung, Satzung) beru-
fene Leiter der verantwortlichen Stelle (z. B. Leiterin des Kinder-
gartens der Kirchengemeinde);

2.2 mit der Leitung der Datenverarbeitung in der verantwortlichen
Stelle beauftragte Personen (z. B. beauftragte Gruppenleiterin im
Kindergarten der Kirchengemeinde).

Besondere Angaben (8§ 3 a Abs. 2 Nr. 3 bis Nr. 7 KDO)

3. Zweckbestimmung der Datenerhebung, -verarbeitung oder -nut-
zung (z. B. Mitglieder- und Bestandspflege).

Betroffene Personengruppen und Daten oder Datenkategorien

4.1 Beschreibung der betroffenen Personengruppen (z. B. Arbeitneh-
mer, Gemeindemitglieder, Patienten usw.);

4.2 Beschreibung der diesbeziglichen Daten oder Datenkategorien
(Mit ,,Daten* sind ,,personenbezogene Daten* iSd § 2 Abs. 1 KDO
gemeint, wie z. B. Name, Anschrift, Geburtsdatum, Religionszu-
gehorigkeit. Grundsatzlich reicht jedoch die Angabe von Datenka-
tegorien, z. B. Personaldaten, aus. Sogenannte ,,besondere Arten
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personenbezogener Daten* (vgl. 8§ 2 Abs. 10 KDO) sind entspre-
chend anzugeben.).

Empfanger oder Kategorien von Empfangern, denen die Daten
mitgeteilt werden kénnen (Jede Person oder Stelle, die Daten er-
halt § 2 Abs. 9 KDO) (z. B. Behdrden, kirchliche Stellen, Versiche-
rungen, arztl. Personal usw.).

Regelfristen fir die Loschung der Daten.
Geplante Datentibermittlung ins Ausland.

Ort, Datum, Unterschrift

Muster 2
Allgemeine Angaben (§ 3 a Abs. 2 Nr. 1 und Nr. 2 KDO)

1.
1.
1.2

2.2

Name und Anschrift
des Rechtstrégers (§ 1 Abs. 2 KDO) (z. B. Kirchengemeinde);

der verantwortlichen Stelle (Jede Person oder Stelle, die personen-
bezogene Daten fur sich selbst erhebt, verarbeitet oder nutzt oder
dies durch andere im Auftrag vornehmen lasst § 2 Abs. 8 KDO)
(z. B. Kindergarten der Kirchengemeinde).

Vertretung der verantwortlichen Stelle

der nach der Verfassung (Statut, Geschaftsordnung, Satzung) beru-
fene Leiter der verantwortlichen Stelle (z. B. Leiterin des Kinder-
gartens der Kirchengemeinde);

mit der Leitung der Datenverarbeitung in der verantwortlichen
Stelle beauftragte Personen (z. B. beauftragte Gruppenleiterin im
Kindergarten der Kirchengemeinde).

Besondere Angaben (§ 3 a Abs. 2 Nr. 8 und Nr. 9 KDO)

3.

4.

Malnahmen zur Gewahrleistung der Sicherheit der Verarbeitung
(z. B. Konfigurationstibersicht, Netzwerkstruktur, Betriebs- und
Anwendungssoftware, spezielle Sicherungssoftware usw.).

Zugriffsberechtigte Personen.

Ort, Datum, Unterschrift
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2. Zu Abschnitt I11. KDO-DVO (8§ 4 Satz 2 KDO)
Verpflichtungserklarung

Ich verpflichte mich,

1

die Anordnung Uber den kirchlichen Datenschutz — KDO - des
Bistums Speyer vom 01. 01. 2004 sowie die anderen fir meine
Tatigkeit geltenden Datenschutzregelungen einschlieRlich der zu
ihrer Durchfihrung ergangenen Bestimmungen sorgféltig einzu-
halten und bestatige, dass ich auf die wesentlichen Grundsatze der
far meine Tatigkeit geltenden Bestimmungen hingewiesen wurde.
Ich wurde ferner darauf hingewiesen, dass die KDO und die Texte
der Ubrigen fir meine Tatigkeit geltenden Datenschutzvorschriften
bei meiner Dienststelle eingesehen und auch fiir kurze Zeit ausge-
liehen werden kénnen;

das Datengeheimnis auch nach Beendigung meiner Tatigkeit zu
beachten.

Ich bin dartber belehrt worden, dass ein VerstoRR gegen das Datenge-
heimnis gleichzeitig einen Verstol’ gegen die Schweigepflicht darstellt, der
disziplinarrechtliche beziehungsweise arbeitsrechtliche/rechtliche Folgen
haben kann.

Diese Erklarung wird zu den Akten genommen.

Vor- und Zuname, Anschrift:

Ort, Datum Unterschrift
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